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individual person and what access they have to run certain types of actions on their 
machine. To accomplish this, you must perform which of the following? 

A. Place <ECLOwner> in the Administration ECL with the new rights 
B. Place <UserName> in the Administration ECL with the new rights 
C. Enter -All Users- in the Administration ECL with the new rights 
D. Enter each individual user name in the Administration ECL with the new rights 

Answer: A 

QUESTION: 132 
The Domino certificate authority administrator must have what rights to the Domino 
Directory on a server? 

A. Editor 
B. Author 
C. Reader 
D. Manager 

Answer: A 

QUESTION: 133 
A security settings policy document was created by Henry for his organization to lock 
Internet passwords after a certain number of incorrect attempts. After verifying that the 
policy was correctly assigned to the users, it was still not functioning. Which of the 
following next steps should he take to enable this feature? 

A. Have each user log in with an incorrect password to enable the feature. 
B. Restart the server that offers the HTTP service so the policy takes effect. 
C. Make sure Internet password locking is enabled in the server configuration document. 
D. Create a test user account and enter incorrect passwords until the lockout takes effect. 
This then enables it for everyone. 

Answer: C 

QUESTION: 134
 
Domino stores ID recovery information in which location?
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A. Certlog
B. Server ID file
C. Domino Directory
D. Certifier IDfile

Answer: D 

QUESTION: 135
 
A CRL is defined as?
 

A. A cluster redundancy list for web server scaling
B. A list of common resources used by the web server
C. A cluster redirection list for web server scaling
D. A time-stamped list identifying revoked Internet certificates

Answer: D 

QUESTION: 136 
The server configuration document for Mail1 has established that the maximum tries 
allowed for an Internet password is 7 and the maximum tries interval is 30 minutes. 
However, users are only able to try 3 times and within 15 minutes. Which of the 
following best describes the reason for the variance? 

A. The users have a security policy with alternate settings
B. The users are authenticating with an alternate server first before logging into Mail1
C. The server is a member of a server configuration group which has the alternate settings
that are overriding the individual server settings
D. The users have an alternate home server specified in their person document and that
server configuration document has alternate settings that of Mail1

Answer: A 

QUESTION: 137
 
Which of the following statements about Domino SSL server security is true?
 

A. SSL must be enabled for all server ports.
B. SSL can ONLY be enabled for POP3, IMAP and SMTP.
C. If a server is using SSL, users must access the server using a browser.
D. You can require SSL connections for all databases on a server or for an individual
database.
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Answer: D 

QUESTION: 138
 
What is the recommended number of Recovery Authorities for a certifier?
 

A. One
B. None
C. More than one
D. This option is not configurable

Answer: C 

QUESTION: 139 
You are deploying new features and have modified the plugin_customization.ini file to 
set how to treat unsigned or corrupted signatures. Which of the following override the 
plugin_customization.ini file for security settings? 

A. Server document
B. User preferences
C. Security policy settings
D. Server configuration document

Answer: C 

QUESTION: 140 
Which of the following is the name of the process in which you periodically force the 
update of new public and private keys stored in server id files? 

A. Key update
B. Key rollover
C. Appliedkeyfile
D. Forced recertification

Answer: B 
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