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Answer: B  

 

 

QUESTION: 137 

Which two groups are used to manage a Session Management Server environment? 

(Choose two.) 

 

 

A. client groups 

B. policy groups 

C. delegator groups 

D. sec_master groups 

E. user registry groups 

 

 

Answer: A, C  

 

 

QUESTION: 138 

When a Security Access Manager domain is created, what object entry is created in the 

LDAP server? 

 

 

A. am_domain 

B. sec_domain 

C. amSecAuthority 

D. secAuthorityInfo 

 

 

Answer: D  

 

 

QUESTION: 139 

Which junction type deals with authenticating users to the back end server? 

 

 

A. EAI 

B. HTTPS 

C. SPNEGO 

D. Forms based single sign-on 

 

 

Answer: D  

 

 

QUESTION: 140 

What is the default Runtime environment routing file on a UNIX-based system? 

 



 

A. /opt/pdweb/etc/routing 

B. /opt/PolicyDirector/etc/routing 

C. /var/ibm/tivoli/common/routing 

D. /opt/PolicyDirector/etc/rte_routing 

 

 

Answer: B  

 

 

QUESTION: 141 

Which two statements are true for Security Access Manager Session Manager Server 

installation? (Choose two.) 

 

 

A. A Session Manager Server gets installed by default with A Security Access Manager 

environment. 

B. A Security Access Manager environment must exist before you install the session 

management server. 

C. A Security Access Manager environment must be configured after you install the 

session management server. 

D. To use a session management server, one must update the Security Access Manager 

WebSEAL configuration. 

E. After installing the session management server, no need to update the Security Access 

Manager WebSEAL configuration. 

 

 

Answer: B, D 

 

 

QUESTION: 142 

In an organization all customer information is stored in an Active Directory (AD). Special 

applications for customer contracts and transactions are all connected to this AD. This 

organization wants to enable customers to see their information online. Therefore, a web 

environment has been deployed including WebSphere Application Server, IBM Tivoli 

Directory Server (ITDS) and IBM Security Access Manager. For security reasons the 

organization decided that this web environment cannot directly connect to Active Directory 

but should use its own directory, ITDS. A letter will be sent to each customer with its 

personal login details. What is the least labor intensive way to authenticate a customer 

online? 

 

 

A. Switch on Microsoft's AD-LDAP replicate service 

B. Configure the ITDS authorization forwarding to AD 

C. Schedule an export of AD into LDIF and load this into ITDS. 

D. Use IBM Tivoli Directory Integrator to exchange essential data between the directories 

 

 



Answer: D  

 

 

QUESTION: 143 

If an application is reachable under https://www.example.com/insuranceApp/index.html, 

what should be used if the server name changes to https://www.example1.com? 

 

 

A. Use a regular junction. 

B. Use a SPNEGO junction. 

C. Use a virtual host junction. 

D. Use a transparent path junction. 

 

 

Answer: D  

 

 

QUESTION: 144 

When using the IBM Security Access Manager, which ISAM component needs to be 

installed first? 

 

 

A. IBM Security Utilities. 

B. IBM Security Access Manager Runtime. 

C. IBM Security Access Manager Policy server. 

D. IBM Security Access Manager Authorization Server. 

 

 

Answer: A  

 

 

QUESTION: 145 

When using the pdbackup utility, when would the "amwebbackup-default.lst" file need to 

be updated? 

 

 

A. if installation path is customized 

B. if backup location is customized 

C. if additional data needs to be backed up 

D. amwebbackup-<instance>.lst can not be modified 

 

 

Answer: C  

 

 

QUESTION: 146 

What is used to backup polices and configuration files on Security Web Gateway Virtual 

Appliance? 

http://www.example.com/insuranceApp/index.html
http://www.example1.com/


 

 

A. pdadmin 

B. pdbackup 

C. snapshots 

D. wga backup 

 

 

Answer: C  

 

 

QUESTION: 147 

Which file contains the configuration information for the Security Access Manager plug-on 

for Web Servers? 

 

 

A. web_iis.conf 

B. pdwebpi.conf 

C. iv_webpi.conf 

D. pbwebpi.properties 

 

 

Answer: B  

 

 



Download Full Version From https://www.certkillers.net

Pass your exam at First Attempt....Guaranteed!


